
Please be aware of suspicious emails impersonating our company. 
 
We have recently confirmed that fraudulent emails impersonating our company's email address have 
been sent.   
hese fraudulent emails may contain content that appears genuine and is carefully crafted to deceive 
recipients.   
  

If you receive any suspicious emails that you do not recognize, please take the following precautions 

and delete them immediately. 

- Do not open any attached files.   

- Do not click on any URLs included in the email. 

  
We take information security very seriously and will continue to strengthen our measures.   
We sincerely appreciate your understanding and cooperation. 
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